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[PURPOSE OF THE RISK MANAGEMENT STRATEGY:]
[To describe the specific risk management techniques and standards to be applied and the responsibilities for achieving an effective risk management procedure for the project. The Risk Management Strategy is produced in the initiation stage, becomes part of the Project Initiation Documentation and will be agreed with the Project Board Executive and subsequently the Project Board at the meeting held to authorize the project]
	RISK MANAGEMENT STRATEGY 

(A document describing specific risk management techniques and standards to be applied and the responsibilities for achieving an effective risk management procedure within the project.)
	Document Ref & Version No:

	Programme:


	Project:

	Author:


	Date:


Purpose:

[A statement of the purpose of the Risk Management Strategy. The following is a ‘standard format’ that may be used or adapted by the Project Manager:]
This Risk Management Strategy has been produced to describe the specific risk management techniques and standards to be applied to the project to help indentify and manage risks (threats and opportunities) and the responsibilities for achieving an effective risk management procedure, and as a result improve the ability of the project to succeed.
Introduction:
[This section should state the purpose, objectives and scope of the risk strategy and identify who is responsible for the strategy]
Risk Management Procedure:
[A description of (or reference to) the risk management procedure to be used in the project. Any variance from corporate or programme management risk standards should be highlighted and justified. The risk management procedure should cover the following activities:]
· Risk Identification (identifying the project’s context and identifying specific risks)
· Risk Assessment (estimating probability, impact and proximity of each risk)
· Risk Planning (considering and selecting appropriate risk response actions)
· Implementation (of the chosen risk response actions)
· Communication of risk (reporting and communicating to internal and external stakeholders regarding project risks)
Tools and Techniques:
[A description of any specific risk management systems, tools and techniques to be used throughout each step of the risk management procedure, e.g. risk checklists and risk breakdown structures to help with the identification of risks]
Records:
[Definition of the composition and format of the Risk Register and any other risk records to be used, such as a summary risk profile]

Reporting:
[A description of any risk management reports to be used, including their purpose, timing and recipients, e.g. Highlight Reports for the Project Board. The reporting information/requirements will influence the Communication Management Strategy]
Timing of Risk Management Activities:
[State when any formal risk management activities are to be undertaken, for example at end stage assessments and whenever planning is undertaken. The formality and frequency of  risk management activities will depend on the extent of the risk exposure in the project]
Roles and Responsibilities:

[Define the project management team roles and responsibility for risk management activities, including any specific corporate or programme management roles and responsibilities. Refer to the Risk Theme and Appendix C in the PRINCE2® manual for a guide on specific risk  responsibilities and adapt these for the project where required]
	Role
	Responsibility

	Corporate or Programme Management
	

	Executive
	

	Senior User
	

	Senior Supplier
	

	Project Manager
	

	Team Manager
	

	Project Assurance
	

	Project Support
	


Probability/Impact Scales and Excepted Value:

[Define the criteria for the scales to be used within the project for estimating the probability and impact of risks. For example: Very High, High, Medium, Low and Very Low. The chosen scales for time and cost (for instance), should be relevant to the cost and timeframe for the project. Expected value quantifies risk by combining the cost of the risk impact with the probability of the risk occurring giving a useful ‘tangible’ measure of risk which enables risks to be prioritized. For example, if the cost impact were £100,000 and the likelihood of occurrence was estimated at 40%, then the expected value would be £40,000 ]
Proximity:

[This should give guidance on how the proximity (i.e. when a risk is likely to occur) is to be assessed. For example: Imminent (e.g. within a week), within the stage, within the project and post-project.]
Risk Categories:

[This should give a definition of the risk categories to be used (if at all). These can be derived from a risk breakdown structure or prompt list. If risk have not been recorded against a category, this could suggest the identification has not been as thorough as it could have been. Risk categories could be: Financial, Legal/Legislative, Technological, Environmental, People/Human Factor etc. They need to be specific to your project environment.]
Risk Response Categories:

[This should give a definition of the risk response categories to be used, the use of which will depend on whether the risk is a perceived threat or an opportunity. The following are standard PRINCE2 risk response categories with an explanation of their usage. Share can be used for both a threat and opportunities:]
For Threats:

· Avoid - to stop the risk from occurring or to prevent any impact
· Reduce - to treat the risk in order to reduce the impact and/or probability
· Fallback - a plan of action to be used if the risk happens
· Transfer - a third party takes on responsibility for some or all of the financial impact
· Share - via procurement, the negative impact of the threat can be shared with the supplier
· Accept - A conscious decision to retain the threat usually due to it being more economical to do nothing than to attempt to take action. (The opportunity should still be monitored to ensure it remains tolerable).
For Opportunities:

· Exploit - seize the opportunity to ensure it WILL happen and the impact WILL be realized
· Enhance - take action to enhance the probability of the event occurring and enhance the impact of the event should it occur
· Share - via procurement, the positive impact of the opportunity can be shared with the supplier
· Reject - a conscious/deliberate decision may be made to not exploit or enhance an opportunity due to it being more economical to not attempt an opportunity response action. (The opportunity should still be monitored).
Early Warning Indicators:

[This should give a definition of any early warning indicators to be used to track critical aspects of the project so that if certain predefined levels are reached, corrective action will be triggered. Early warning indicators should be selected for their relevance to the project objectives. For example, if a project has a short timescale, indicators should be established which would help identify whether the timescale is about to be threatened, e.g. if human resource levels fall below a certain level, or if the schedule is ‘x’ days behind plan]
Risk Tolerance:

[This should define the risk exposure threshold levels, which, when exceeded, will need the risk to be escalated to the next level of management. Risk tolerance should define the risk expectations of the Project Board and that of corporate or programme management. Risk tolerance can also be set by the Project Manager related to less significant risks in relation to the specialist work. This level of tolerance should be documented in each Work Package rather than in the Risk Management Strategy]
Risk Budget:

[This should define any risk budget allocated to the project and how it will be used, e.g. for funding specific risk response actions to avoid a risk, or reduce a risk’s probability/impact, or to fund any fallback plans should the related risk occur.]
[Check this document against the following Quality Criteria:
1. Are responsibilities clear and understood by both customer and supplier?
2. Is the risk management procedure clearly documented and can it be understood by all parties?

3. Are the risk scales, expected value and proximity definitions clear and unambiguous?

4. Are the risk reporting requirements clearly defined?
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